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Amendment – I 

 
Sl. 

No.  
As per specification 

May be read as 

1 

Pg 33, point 29  

The proposed Firewall should support protocols 

such as DES & 3DES, MD5, SHA‐1, SHA‐256 

authentication, Diffie‐ Hellman Group 1, Group 

2, Group 5, Group 14, Internet Key Exchange 

(IKE) v1 as well as IKE v2 algorithm, The new 

encryption standard AES 128, 192 & 256 

The proposed Firewall should support protocols 
such as DES & 3DES, MD5, SHA‐256 

authentication, Diffie‐ Hellman Group 1, Group 2, 

Group 5, Group 14, Internet Key Exchange (IKE) 

v1 as well as IKE v2 algorithm, The new 

encryption standard AES 128, 192 & 256 

2 

Pg 36, point 1  

The proposed Web Application Firewall (WAF) 

should be dedicated appliance based and not 

part of ADC and should provide specialized 

application threat protection. 

The proposed Web Application Firewall (WAF) 

should be dedicated appliance based and 

should provide specialized application threat 

protection. 

3 

Pg 39, point 15  

The Soft token should support time drift 

adjustment 

To be deleted 
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